GIZLILIiK POLITIKASI

GIiRiS VE POLITIKANIN AMACI

fsbu Gizlilik Politikas1, [SIRKET UNVANI] (“Sirket”) tarafindan y6netilen DENEbul mobil
uygulamasi (“Uygulama”) kapsaminda elde edilen kisisel verilerin hangi kosullarda toplandigini,
islendigini, aktarildigini, saklandigin1 ve korundugunu ag¢iklamak amaciyla hazirlanmistir.

6698 sayili Kigisel Verilerin Korunmasi Kanunu (“KVKK?”) basta olmak uzere, ilgili ikincil
mevzuat ve Kisisel Verileri Koruma Kurulu kararlarma tam uyum saglanmasi hedeflenmektedir.
Politika, Uygulama kullanicilarinin temel hak ve dzgurliklerinin korunmasi ile veri isleme
faaliyetlerinde seffafligin saglanmasina yonelik yukumltliklerin yerine getirilmesini
amaclamaktadir.

Kullanicilarin uygulamayi ilk kez kullanmadan 6nce bu metni dikkatle okumasi ve veri isleme
stireclerine dair bilgi sahibi olmas1 6nerilir. Politika; veri kategorileri, isleme amaglari, paylasim
esaslari, guvenlik onlemleri ve kullanici haklar1 gibi temel basliklarda bilgilendirme saglar.

Bu Gizlilik Politikasi, sadece DENEbul mobil uygulamasi araciligiyla elde edilen kisisel veriler igin
gecerli olup, uygulama dis1 platformlar veya ticinct taraf hizmet saglayicilar tizerinden toplanan
verileri kapsamaz. Uglincii taraf baglantilar veya yonlendirmeler durumunda, ilgili taraflarm kendi
gizlilik politikalar1 gecerli olacaktir.

Sirket, yirurlukteki mevzuat uyarica bu metni gtincelleme hakkini sakli tutar. En giincel versiyon,
uygulama iginde veya sirketin internet sitesi Uzerinden erisilebilir olacaktir.

POLITIKA KAPSAMI VE UYGULAMA ALANI

Bu Gizlilik Politikasi, [SIRKET UNVANI] tarafindan gelistirilen ve isletilen DENEbul mobil
uygulamasi kapsaminda gergeklestirilen kisisel veri isleme faaliyetlerini kapsar. Uygulamanin
kullanimi sirasinda dogrudan veya dolayli olarak elde edilen tiim kisisel veriler, isbu politika
hikimleri dogrultusunda degerlendirilir.

Politika, asagidaki kullanic1 gruplarini kapsar:
e Uygulamaya Uye olan kullanicilar,
* QR kod ile kampanya veya 6dil siireclerine katihm saglayan Kisiler,
e Uygulama ici destek kanallarim kullanan bireyler,
»  Push bildirimleri veya pazarlama iceriklerine a¢ik riza veren kullanmicilar,
*  Cihaz bazh teknik veri paylasimina izin veren kullanicilar.

Bu politika, yalnizca DENEbul uygulamas: Uzerinden ydrdttlen veri isleme faaliyetlerine iligkin
olup; Gglincu taraf uygulamalar, harici web siteleri, sosyal medya platformlar1 veya SDK
saglayicilar1 gibi dis kaynaklar Uzerinden toplanan verilere uygulanmaz. Bu dis kaynaklarin veri
isleme faaliyetleri kendi gizlilik politikalarina tabidir.



Sirket, uygulama bunyesinde sagladigi hizmetlerin kapsamina ve yirurlikteki mevzuata uygun
olarak bu politikay1 guncelleyebilir. Politika gtincellemeleri, kullaniciya uygulama ici bildirim veya
elektronik posta araciligiyla duyurulabilir.

TOPLANAN VERILER VE KAPSAMI

DENEDbul mobil uygulamasinin kullanimi sirasinda, uygulamanin islevselligini saglamak,
kampanya ve 6dul sureglerini yuritmek, kullanici giivenligini temin etmek ve yasal yukimlulikleri
yerine getirmek amaciyla bazi kisisel veriler toplanmaktadir. Toplanan veriler ve kapsami asagida
kategoriler halinde belirtilmistir:

1.  Kimlik Verileri:
Ad, soyad, dogum tarihi, cinsiyet gibi kullaniciy1 tanimlamaya yonelik veriler.

2. Tletisim Verileri:
Telefon numarasi, e-posta adresi, adres bilgisi gibi kullaniciyla iletisim kurulmasina yarayan
veriler.

3. Uyelik ve islem Verileri:
Kullanicinin kayit tarihi, kullanic1 1D’si, kampanyalara katilim bilgileri, QR kod tarama
kayitlari, kazanilan puan ve 6dul bilgileri.

4. Cihaz ve Teknik Erisim Verileri:
IP adresi, cihaz modeli, isletim sistemi bilgisi, oturum loglari, uygulama kullanim
istatistikleri, hata/crash kayitlar1 (Firebase SDK’lar1 lizerinden toplanan teknik veriler dahil).

5.  Konum Verisi (istege bagh):
Kampanya tekliflerinin lokasyona bagli sunulabilmesi amaciyla anlik veya genel konum
verileri.

6.  Elektronik Ticaret Verileri (yalmzca Ucretli hizmet sunulmas: halinde):
Islem gegmisi, 6deme yontemi, fatura bilgileri gibi mali kayitlar.

7. Pazarlama ve Profil Verileri (agik rnza ahnmas: halinde):
Ilgi alanlar1, gezinme tercihleri, kampanya etkilesimleri, anket yanitlari, push bildirim tercihi
gibi segmentasyon ve tanitim amaciyla islenen veriler.

Bu veriler, yalnizca belirli, agik ve mesru amaglarla islenmekte olup, KVKK basta olmak lizere
ilgili mevzuata uygun sekilde saklanmakta ve korunmaktadir.

VERI TOPLAMA YONTEMLERI

DENEbul mobil uygulamas: kapsaminda kisisel veriler, tamamen veya kismen otomatik yollarla ya
da gerektiginde kullanici beyanma dayali yontemlerle toplanmaktadir. Veri toplama yontemleri
sunlardir:

e Uyelik Formlar ve Kullamie1 Kayit Ekranlari:
Ad, soyad, iletisim bilgileri gibi temel veriler, kullanicinin Gyelik olusturmasi sirasinda
sagladigi bilgiler araciligiyla elde edilir.



e Uygulama I¢i Islemler:
Kullanicinin QR kod okuma, kampanyalara katilim, puan kazanimi ve uygulama igi tercihler
gibi eylemleri, islem gecmisi ve kampanya kayitlar: olarak kaydedilir.

*  Cihaz ve Yazhm Arayuzleri (SDK):
IP adresi, cihaz modeli, igletim sistemi stiriima, kullanim istatistikleri ve hata/crash raporlari
gibi teknik veriler, Firebase gibi SDK bilesenleri Gizerinden otomatik sekilde toplanir.

«  Konum izni ve Cihaz Ayarlan:
Kullanicinin agik izniyle, cihaz konum verisi uygulama araciligiyla alinabilir. Bu veri
kampanya lokasyonlariyla iliskilendirilerek islenebilir.

«  Push Bildirim ve Pazarlama izinleri:
Elektronik iletisim ve pazarlama tercihleri, kullanicinin bildirim tercihi ekranlarinda verdigi
onaylar uUzerinden toplanur.

*  Destek Talepleri ve Anketler:
Kullanicinin uygulama ici destek veya iletisim formlarini doldurmasi, geri bildirim ve
sikayet sureclerinde sagladig: bilgilerle veri elde edilmesini saglar.

Bu yontemlerle elde edilen kisisel veriler, KVKK’nin 5. ve 6. maddelerinde belirtilen hukuki
sebepler dogrultusunda, belirli isleme amaglarina uygun olarak kullanilmaktadir. Veri isleme
stireclerinde “sl¢iiliiliik™, “gereklilik” ve “amacla sinirlilik” ilkelerine azami dikkat gosterilir.

VERILERIN HANGI AMACLARLA KULLANILDIGI

DENEbul mobil uygulamasi kapsaminda toplanan kisisel veriler, 6698 sayili Kisisel Verilerin
Korunmasi Kanunu (KVKK) ve ilgili mevzuat hikiimleri ¢ercevesinde asagidaki amaclarla
kullanilmaktadir:

e Uyelik ve Hesap Yonetimi:
Kullanicinin uygulamaya kaydolmasi, hesabmin olusturulmasi, oturum ydnetimi, kullanici
Kimlik dogrulama ve Uyelik bilgilerinin gtincellenmesi.

«  Kampanya ve Odul Programlarmn Yuritilmesi:
QR kod okuma, kampanya katilim, puan kazanimi, 8dil hesaplama ve kampanya gegmisi
takibi gibi kullanic1 islemlerinin yarutilmesi.

e Hizmet Sunumu ve Teknik Operasyonlar:
Uygulamann sorunsuz ¢aligmasi, sistem giivenliginin saglanmasi, yazilim hatalarinin
giderilmesi, SDK’lar izerinden uygulama performansinin izlenmesi ve iyilestirilmesi.

e Miisteri Iletisimi ve Destek Hizmetleri:
Kullanicidan gelen destek taleplerinin degerlendirilmesi, teknik yardim saglanmast,
sistemsel bilgilendirme ve gerekli durumlarda kullaniciyla iletisim kurulmasi.

e Pazarlama, Tamtim ve Segmentasyon (Acik Riza ile):
Acik riza ahmmis olmasi kaydiyla, kullaniciya kisisellestirilmis kampanya teklifleri
sunulmasi, promosyon iceriklerinin iletilmesi, kullanic1 tercihlerine dayali bildirim
yapilmasi ve segment bazli analizlerin gerceklestirilmesi.



*  Yasal Yukamlalaklerin Yerine Getirilmesi:
Ilgili mevzuatlar (6rnegin VUK, TTK, 6563 sayili ETK) kapsaminda muhasebe, arsivieme,
yetkili kurum taleplerine yanit verilmesi gibi yasal zorunluluklarin yerine getirilmesi.

+  Istatistiksel Degerlendirme ve Hizmet Gelistirme:
Anonimlestirilmis veriler Uizerinden kullanici davraniglarinin analiz edilmesi, hizmet
iyilestirme ve Urin gelistirme ¢aligmalarinda kullanilmasi.

*  Veri Giivenliginin Saglanmasi:
Yetkisiz erigimlerin 6nlenmesi, sistem biitiinliigiiniin korunmasi, dolandiricilik veya kotiye
kullanim ihtimallerine kars1 6nlem alinmasi.

Veriler yalnizca yukarida belirtilen isleme amaglariyla smirli olarak kullanilmakta; kullanicilarin
temel hak ve 6zgurluklerine zarar vermeyecek bigimde islenmektedir.

VERILERIN KIMLERLE VE HANGI AMACLA PAYLASILDIGI

DENEbul uygulamasi kapsaminda toplanan kisisel veriler, 6698 sayili Kisisel Verilerin Korunmasi
Kanunu’nun 8. ve 9. maddeleri dogrultusunda yalnizca hukuki yikumlalukler cercevesinde ve
smirlt amaclarla Gglinci taraflarla paylasiimaktadir. Bu kapsamda kisisel veriler asagidaki kisi ve
kuruluslara aktarilabilir:

e Yasal Yuokumlultukler Geregi Yetkili Kamu Kurum ve Kuruluslari:
Maliye Bakanligi, BTK, KVKK Kurulu, mahkemeler ve savciliklar gibi yetkili mercilere,
ilgili mevzuat geregi bilgi verilmesi zorunlu durumlarda.

e Teknik Hizmet Saglayicilar1 (Yurt I¢i / Yurt Disi):
Uygulamanin barindirilmasi, yonetimi, bakim-onarim hizmetleri, SDK entegrasyonlari,
uygulama ici analiz ve bildirim sistemlerinin isletilmesi i¢in anlagsmali olunan teknoloji
saglayici firmalara. Ornegin; Firebase gibi yurt dis1 temelli altyap1 servisleri (yalnizca agik
riza ile ve veri giivenligi taahhtleri altinda).

o lletisim ve Destek Hizmetleri Saglayicilar:
Destek taleplerinin karsilanmasi ve bilgilendirme sireclerinin yiritilmesi amaciyla hizmet
sunan ¢agr1 merkezi, e-posta/mesaj servis saglayicilari.

*  Bagmmsiz Denetim / Mali Miisavirlik / Hukuki Damismanhk Firmalari:
Yasal raporlama yukumlultklerinin yerine getirilmesi ve olas1 hukuki slreclerde
danigmanlik alinmasi amaciyla.

o Is Ortaklan (A¢ik Riza Halinde):
Kampanya yonetimi, promosyon sunumu veya pazarlama faaliyetleri kapsaminda, yalnizca
kullanicinin agik riza gostermesi halinde sinirli kapsamda is ortaklaryla.

Veri paylagimlari, yalnizca ilgili isleme amaciyla sinirl kalacak sekilde gergeklestirilmekte olup;
aktarilan her veri seti icin gerekli teknik ve idari guvenlik dnlemleri alinmakta, veri gizliligi
hikimleri s6zlesmelerle garanti altina alinmaktadir. Kullanicinin agik rizasina tabi islemler disinda
hicbir veri tgunci kisilerle paylasilmaz.

YURT DISINA VERI AKTARIMI

DENEDbul uygulamasinin bazi hizmet bilesenlerinde, 6zellikle teknik altyapimnin isletilmesi ve
uygulama performansmin izlenmesi amaciyla yurt disinda yerlesik hizmet saglayicilarla



(6rnegin Google Firebase) is birligi yapilmaktadir. Bu kapsamda, Firebase Authentication,
Cloud Messaging (Push Bildirim), Crashlytics (Hata Takibi) gibi servisler araciligiyla smirlt
nitelikte Kisisel veri isleme faaliyetleri ylrattlmektedir.

Bu hizmetlerin sunucular1 yurt disinda (basta Amerika Birlesik Devletleri) bulundugundan,
uygulama aracihgiyla toplanan baz Kisisel veriler yurt disina aktarilmaktadir. Bu kapsamda
yurt dis1 aktarim, 6698 sayil1 Kisisel Verilerin Korunmasi1 Kanunu’nun 9. maddesi kapsaminda
degerlendirilmekte olup, aktarim ancak asagidaki sartlarla mimkuindar:

Tlgili kisinin acik rizas1 alinarak, yalnizca riza gosterilen veriler ve belirtilen amaglar
kapsaminda,

e Veri aktarimm yapilan Ulkede yeterli korumanin bulundugunun Kurulca belirlenmesi,
veya

*  KVKK Kurulu tarafindan onaylanms veri aktarim taahhitnamesi ile sézlesmeye
baglanms glvence saglanmasi halinde.

DENEbul uygulamasinda kullanilan Firebase servisleri icin, halihazirda ABD’ye a¢ik riza temelli
veri aktarim yapilmaktadir. Bu nedenle kullanicidan, veri aktarim 6ncesinde bilgilendirilmis
acik rnza ahinmakta ve rizasmi diledigi anda geri ¢cekebilmesi saglanmaktadir. Agik riza vermeyen
kullanicilar, bu 6zellikleri iceren hizmetleri kullanmama hakkina sahiptir.

Veri aktarimi siirecinde sifreleme, erisim kontroli, simrh yetkilendirme ve loglama gibi teknik
guvenlik énlemleri uygulanmakta; aktarilacak veriler yalmzea hizmetin ifasi icin gerekli
olanlarla simrlandirilmaktadir. Yurt dis1 aktarim yapilan veri kategorileri, alinan riza metninde
ayrica belirtilmekte ve tim sire¢ KVKK'min 9. maddesine uygun sekilde yiritiulmektedir.

YURT DISINA VERiI AKTARIMINDA UYGULANAN GUVENCELER

6698 sayil1 Kanun’un 9. maddesi ve 10 Temmuz 2024 tarihli “Kisisel Verilerin Yurt Disina
Aktarilmasina iliskin Usul ve Esaslar Hakkinda Yonetmelik” uyarmca, DENEbul mobil
uygulamasi kapsaminda kisisel verilerin Amerika Birlesik Devletleri’nde barindirilan

Google Firebase altyapisina aktarimi asagidaki guvenceler saglanarak gergeklestirilmektedir:

1. Standart Stzlesme (SCC) Mekanizmasi:
- Veri sorumlusu [SIRKET UNVANI] ile Google LLC arasinda, Kurul tarafindan
yayimlanan Standart Veri Aktarim Sozlesmesi imzalanmistir.
- SOzlesme; aktarim kapsamindaki veri kategorileri, isleme amaglari, alt-aktarim yasagi,
denetim yetkisi, teknik-idari glivenlik tedbirleri, ihlal bildirimi ve sonlandirma hikiimlerini
icermektedir.

2. Kurul Bildirimi:
- Imzalanan Standart S6zlesme metni, imza tarihinden itibaren bes (5) is glini icinde
Kurul’'un elektronik bildirim sistemine iletilmistir.
- Bildirime, Tlrkce tercime, yetkili imza sirkileri ve veri akis semasi eklenmistir.

3. Aktarim Smn ve Veri Minimizasyonu:
- Yurt disina yalnizca hizmetin ifasi1 ig¢in zorunlu veri setleri (kimlik dogrulama token'i,
cihaz ID’si, cokme logu, push bildirim token’i) aktarilmakta; konum, pazarlama tercihi gibi
opsiyonel veriler yalnizea ilgili kisinin a¢ik rizasi ile gonderilmektedir.



4.  Sifreleme ve Erisim KontrolU:
- Aktarilan veriler “in-transit” ve “at-rest” agsamalarida TLS 1.2+ protokolu ile
sifrelenmekte; veriye erisim, ¢ok faktorli kimlik dogrulama ve rol tabanli yetkilendirme ile
smirlandirilmaktadir.

5. Periyodik Denetim ve Raporlama:
- Firebase veri isleme faaliyetleri, yilda en az bir kez bagimsiz denetime tabi tutulmakta;
denetim raporlar1 Kurum’un talebi halinde sunulmak lizere muhafaza edilmektedir.

6. Acik Riza Alternatifi:
- Kullanici, Standart Sézlesme disinda bilgilendirilmis acik riza vermek suretiyle de veri
aktarimina onay verebilir; riza, uygulama ayarlar1 Uzerinden her zaman geri alinabilir.

Bu guvenceler, kisisel verilerin yurtdisinda da KVKK m.12’de 6ngortlen guvenlik seviyesine
esdeger koruma altinda islenmesini temin etmeyi amaglamaktadir.

CEREZLER VE TAKIP TEKNOLOJILERI

DENEDbul mobil uygulamasinda, kullanic1 deneyimini iyilestirmek, hizmetlerin teknik isleyisini
saglamak ve performans analizleri gergeklestirmek amaciyla bazi yerlesik takip teknolojileri
(6rnegin SDK — Software Development Kit) kullanilmaktadir. Bu teknolojiler, mobil cihaziniz
Uzerinden uygulamanin ¢aligmasini saglayan temel islevler ile sinirli olmak izere asagidaki
sekillerde kullanilabilir:

Kullanilan Takip Teknolojileri:

*  Firebase Crashlytics: Uygulama hatalarinin ve ¢cokme durumlarinin tespit edilmesi, teknik
sorunlarin analiz edilmesi.

e  Firebase Analytics (stmirh kullanim): Kullanici davranislarinin anonimlestirilmis sekilde
analiz edilmesi, uygulama performansinin degerlendirilmesi.

e FCM (Firebase Cloud Messaging): Kullaniciya push bildirimlerinin iletilmesi (izin
verilmesi halinde).

Bu teknolojiler yoluyla toplanan veriler; uygulama sirimd, cihaz modeli, isletim sistemi turd, 1P
adresi, oturum suresi ve hata kayitlar1 gibi Kisisel veri niteligi tasiyabilecek teknik bilgiler
icerebilir.

Hukuki Dayanak:

KVKK’nimn 5. ve 6. maddeleri uyarinca;
e Uygulamamn guvenli ve hatasiz ¢ahsmasinin saglanmasi,
*  Hizmet kalitesinin artirilmasa,

*  Dolandircilik veya kétiye kullanimin 6nlenmesi,
gibi mesru menfaat kapsaminda degerlendirilen durumlarda bu teknolojilerin kullanimi i¢in
acik riza aranmaz.



Ancak, kullanic1 segmentasyonu, pazarlama hedeflemesi veya kisisellestirilmis igerik sunumu gibi
istege bagh analiz faaliyetleri yalnizca acik riza alhinmasi halinde gerceklestirilir. Kullanici, bu

rizay1 uygulama ici ayarlar ekrani veya izin ekranlar1 Uzerinden diledigi zaman verebilir veya geri

alabilir.

Kullanicinin Kontrol Hakka:

Kullanicilar, cihazlarmin isletim sistemi izinleri veya uygulama ayarlar1 araciligiyla:
. Konum paylagimi,
. Push bildirim alim,

»  Tanimsal kullanim analizlerine katki
gibi islevleri etkinlestirme veya devre dis1 birakma hakkina sahiptir.

Bu cergevede uygulamanin kullandig1 tim SDK bilesenleri gizlilik politikas1 ve agik riza metninde
ayrica tanimlanmis olup, kullaniciya seffaf ve anlasilir bilgi verilmesi KVKK’'nin 10. maddesi
uyarinca garanti altina alinmaktadir.

KULLANICI HAKLARI VE TERCIH YONETIMI

6698 sayil1 Kisisel Verilerin Korunmasi1 Kanunu’nun 11. maddesi uyarinca, kullanicilar kisisel
verileri Uzerinde asagidaki haklara sahiptir:

*  Kisisel verilerin islenip islenmedigini 6grenme,

«  Islenmisse buna iliskin bilgi talep etme,

. Islenme amacin1 ve amaca uygun kullanilip kullanilmadigmi dgrenme,

* Yurticinde veya yurt disinda verilerin aktarildig: G¢linci kisileri 6grenme,
»  Eksik veya yanlis verilerin diizeltilmesini isteme,

«  KVKK m.7 kapsaminda verilerin silinmesini veya yok edilmesini isteme,
. Bu islemlerin verilerin aktarildig: Ug¢unci kisilere de bildirilmesini isteme,
«  Otomatik sistemlerle analiz sonucuna itiraz etme,

«  Kanuna aykir1 isleme nedeniyle zararmn giderilmesini talep etme.

Tercih ve Riza Ydnetimi

DENEDbul uygulamasi kullanicilarma, kisisel verileri tizerindeki tercihlerini yonetebilmeleri igin
asagidaki kontrol mekanizmalar1 saglanmaktadir:

e Push bildirim tercihi: Cihaz ayarlar1 veya uygulama ici bildirim ekran1 Gzerinden agilip
kapatilabilir.



Pazarlama iletisim izni: Agik riza ile alan ticari elektronik ileti onayi, istenildigi zaman
uygulama ici ayarlardan veya “abonelikten ¢ik” baglantisi izerinden geri alinabilir.

Konum verisi kullanimi: Sadece izin verilmesi halinde islenir; bu izin cihaz ayarlari
araciligiyla kullanici tarafindan degistirilebilir.

Cerez/SDK takibi: Kullanici, pazarlama ve analiz amagl ¢erez veya SDK kullanimina agik
riza vermedigi slrece bu tur igslemler yapilmaz; tercih yonetimi i¢in gerekli agiklamalar
uygulama ici ayarlarda sunulur.

Basvuru Yollan

Kullanicilar yukaridaki haklarmi kullanmak veya herhangi bir talepte bulunmak amaciyla veri
sorumlusuna;

Uygulama i¢i “Veri Koruma” mendsu tzerinden,
[e-posta adresi] Uzerinden yazili olarak,
Varsa KEP adresi ile elektronik ortamda,

E-devlet izerinden KVKK bagvuru ekrani araciligiyla

ulasabilirler. Talepler, Kanun uyarinca en ge¢ 30 gun icinde Ucretsiz olarak sonuglandirilir.

COCUK KULLANICILAR/18 YAS ALTI KISITI VE VELI RIZASI

DENEbul mobil uygulamasi, kural olarak 18 yasindan kicUk Kisilere dogrudan hizmet sunmay1
amaclamaz. Ancak hizmetlerin niteligi geregi resit olmayanlarm uygulamay1 kullanma ihtimali
g6z dnunde bulunduruldugundan, asagidaki ilke ve prosedirler uygulanmaktadir:

1.

Yas Dogrulama Mekanizmasi

- Uyelik ekraninda dogum tarihi alan1 zorunludur; 18 yas alt1 bir tarih girildiginde sistem
otomatik olarak veli/onay akisina yénlendirir.

- Yanhs beyan1 asgariye indirmek igin “TC kimlik dogrulama (MERNIS)” entegrasyonu
veya EP osta-SMS dogrulama ile ek kontrol yapilir.

Veli Rizast Ahnmadan Hesap Acilmaz

- 18 yasin altindaki kullanicilar i¢in Uyelik islemi ancak yasal temsilci (anne/baba veya
vasi) tarafindan tamamlanabilir.

- Veli, “Veli Riza Formu”nu KEP, glivenli e-imza ya da SMS dogrulamal link
Uzerinden onaylar; riza tarihi ve IP bilgisi saklanir.

Smirh Veri isleme ve Pazarlama Engeli

- Resit olmayan kullanicilarin verileri, yalnizca hizmetin zorunlu fonksiyonlar (Uyelik,
kampanya katilimi) i¢in islenir.

- Pazarlama, profil olusturma, push bildirimi ve lokasyon bazli teklifler sunulmaz; bu
islevler sistemsel olarak devre dis1 birakilir.

Veli Erisimi ve Hak Kullanim

- Veli, KVKK m.11 kapsamindaki haklarin1 kendi adina ve ¢ocuk adina kullanabilir;
bagvurular 30 ginde Ucretsiz yanitlanir.

- Veli talebiyle ¢cocuk hesabi kapatilir, veriler 30 giin iginde silinir/yok edilir; silme raporu
veliye iletilir.



5. Veri Saklama Siresi
- Cocuk verileri, resit oluncaya kadar veya veli talep edene dek aktif tutulur; ardindan
saklama-imha politikasindaki streler uygulanir.

6. Kurul Rehberi ve COPPA Uyumu
- Proseddirler, KVKK Kurulu'nun “Mobil Uygulamalarda Mahremiyet Rehberi” (2023)
cocuk koruma ilkeleri ile uyumludur.
- Uygulama kiresel magazalarda yayimlanirsa, ABD pazari igcin COPPA standartlarina
esdeger koruma seviyesi saglanir.

7. Degisiklik Bildirimi
- Cocuk kullanici politikasinda degisiklik yapilirsa, veli rizas1 yeniden alinir; glincel
metin uygulama i¢i bildirime eklenir.

Bu cergeve, resit olmayan kullanicilarin kisisel verilerinin islenmesinde azami 6zeni ve yasal
uyumu garanti altia almaktadir.

KISISEL VERI IHLALI BILDIRIM SURECI (72 SAAT KURALLI)

6698 say1li Kanun’un 12. maddesi, 24 Ocak 2019 tarihli Kurul ilke Karar1 ve 10 Temmuz 2024
tarinli Veri ihlalleri Rehberi uyarinca, DENEbul mobil uygulamasinda kisisel veri giivenligine
iliskin herhangi bir ihlal tespit edildiginde asagidaki adimlar izlenir:

1. Derhél Tespit & Kayit
- Sistem alarmlari, SOC izleme veya calisan bildirimi ile ihlal siiphesi olustugu anda
“Acil Veri Ihlali Prosedurii” aktive edilir.
- Thlal tiird, etkilenen veri kategorileri, kullanic1 sayisi ve ilk teshis zamam olay kayit
sistemine girilir.

2. 1k Miidahale (0-6 saat)
- Yetkisiz erigsim kapatilir, veri akist durdurulur, log ve kanitlar degismezligi saglanarak
yedeklenir.
- Thlal ekibi (C1SO, KVKK sorumlusu, hukuk miisaviri) kriz toplantis1 yapar; etki analizi
baglatilir.

3. Kurul’a Bildirim (£72 saat)
- Thlalin &grenildigi andan itibaren en ge¢ 72 saat iginde Kisisel Verileri Koruma
Kurulu'nun “Veri Ihlali Bildirim Formu” elektronik sistemine asagidaki bilgiler gonderilir:
« Veri sorumlusu bilgileri ve VERBIS numarasi
« Thlal tarih-saat aralig1 ve tespit zamani
» Etkilenen veri tlrleri ve tahmini kisi sayisi
« Thlalin olas1 sonuclar1
* Alinan/acil 6nlemler ve planlanan aksiyonlar
« ihlal temas noktas1 (sorumlu kisi iletisim).

4. gili Kisilere Bildirim (< 72 saat)
- Etkilenmis kullanicilara push bildirimi, e-posta veya SMS yoluyla, anlasilir dilde:
« ihlal 6zeti ve etkilenen veri tird,
* Olasu riskler,
« Onerilen koruyucu adimlar,
« Irtibat noktas1 bilgisi bildirilir.
- Bildirim, Kurul’a verilen bilgilerle uyumlu olacak sekilde yapilir.



5. KO0k Neden Analizi & Duzeltici Faaliyet (<30 glin)
- Ayrintil1 kKok-neden raporu hazirlanir; zafiyet giderilir, glivenlik mimarisi guncellenir.
- Idari/teknik onlemlerin yeterliligi yeniden degerlendirilir; “Ihlal Sonras: izleme Plan1”
aktive edilir.

6. Raporlama ve Arsiv
- Kurul'un ilave bilgi talebi varsa 7 gilin icinde yanitlanir.
- Tam ihlal dosyasi (log, rapor, yazisma) en az 10 yil suireyle saklanir.

Bu sureg, veri ihlallerinin etkisini en aza indirmek ve KVKK m.12’deki “makul glivenlik™ ile
“72 saat bildirim” zorunluluguna tam uyum saglamak amaciyla yUrGtulir.

TICARI ELEKTRONIK ILETI & iYS UYUMU

6563 say1l1 Elektronik Ticaretin Dlizenlenmesi Hakkinda Kanun (“ETK”), Ticari Elektronik ileti
Yonetmeligi ve Tleti Yonetim Sistemi (IYS) diizenlemeleri geregince, DENEbul mobil uygulamasi
uzerinden gonderilecek her tirlu ticari elektronik ileti (SMS, e-posta, arama, push bildirim dahil)
asagidaki kurallara tabidir:

1. 1YS Kaydi ve Marka Tanimlamasi
- Veri sorumlusu [SIRKET UNVANI], 1YS’de hizmet saglayici olarak kayithidir; ticari
unvan, vergi no ve ileti kanallar1 sistemde tanimlanmustir.
- “DENEbul” markasi, SMS kisa adi/e-posta bashig1 ve kullanim logolar1 IYS marka
yonetim ekranina eklenmistir.

2. Onay (izin) Toplama Usulii
- On secimsiz onay kutusu: Uyelik dncesi ekranda ayr1 kutu; kullanici agikc¢a
isaretlemeden Uyelik tamamlanmaz.
- Onay metninde ileti kanali (SMS/e-posta/push) ve icerik turi (kampanya duyurusu,
promosyon) agikga belirtilir.
- Onay kayitlar1 (IP, zaman damgasi, onay metni) sistem loguna alinir ve otomatik olarak
1YS'ye 24 saat icinde API yoluyla aktarilir.

3.  Reddetme / Geri Cekme Hakki
- Kullanics;
« 1YS portaly,
* “Uygulama Ayarlar1 > Bildirim Tercihleri”,
« {letideki “RET” SMS kodu / e-posta linki kanallar1yla iznini 3 is guinti iginde Ucretsiz
olarak kaldirabilir.
- Iptal bilgisi IYS’den cekilerek i¢ sistemlere senkronize edilir; izin kaydi pasife alinir.

4. Kayit Saklama Suresi
- Onay ve ret kayitlari, ETK m.6/3 uyarinca ret tarihinden itibaren 3 yil stireyle giivenli
ortamda saklanir; denetim talebinde Kurum’a ibraz edilir.

5. Kapsam Digi iletiler
- Ucret iadesi, guvenlik, parola sifirlama gibi transaksiyonel bildirimler ticari ileti
sayllmaz; ancak metinde promosyon icerigi bulunmaz.
- Push bildirimleri yalnizca pazarlama igerigi iceriyorsa IYS onayma tabidir; servis
niteligindeki push’lar (6dil kazanimi bildirimi vb.) kapsam disidir.

6. Denetim ve Guncelleme
- 1YS API entegrasyonu giinliik olarak izlenir; hata raporlar1 24 saat i¢cinde diizeltilir.



- Yilda bir i¢ denetimle (log 6rneklemesi, izin—ileti eslestirmesi) ETK uyumu test edilir;
rapor Yonetim Kurulu’na sunulur.

Bu prosediir, kullanicilara istenmeyen ileti gonderimini engellemek, izin stireclerini
seffaflastirmak ve TY'S ile tam senkronizasyon saglamak amaciyla uygulanmaktadr.

VERI GUVENLIiGi TAAHHUDU VE SORUMLULUK REDDI

DENEbul uygulamasmin veri sorumlusu sifatryla hareket eden [SIRKET UNVANI], kisisel
verilerin giivenligini saglamak amaciyla KVKK’'nin 12. maddesi uyarinca gerekli tim teknik ve
idari tedbirleri almakta ve bu tedbirleri strekli glincelleyerek uygulamaktadir.

Bu kapsamda:

»  Kigisel verilere yetkisiz erisimi 6nlemek amaciyla erisim kontrol sistemleri, yetki
sinirlamalan ve log kayitlan ile sureg izlenmektedir.

*  Veriler, sifrelenmis sunucularda ve guvenli protokoller (SSL/TLS) kullanilarak
korunmaktadir.

«  Uygulama icinde yer alan tim SDK ve dis servis saglayicilari (Firebase vb.) givenlik
acisindan periyodik olarak denetlenmekte, yalnizca glincel ve givenilir siriimlerle
entegrasyon saglanmaktadir.

*  Calisanlara yonelik KVKK farkindahk ve givenlik egitimleri diizenlenmekte; kisisel veri
isleme yetkileri gorev tanimlariyla sinirlandirilmaktadir.

»  Kisisel veri giivenligini ihlal eden herhangi bir durum tespit edildiginde, Kurul’a ve ilgili
kisiye bildirim yiikiimliiligi cercevesinde derhal aksiyon alinmaktadir.

Sorumluluk Reddi

DENEDbul uygulamasi, kullanicilarin kisisel verilerinin korunmasi igin azami dikkat ve 6zen
gOsterse de;

*  Kullamicinin kendi cihaz giivenligi,
«  Tsletim sistemi kaynakh aciklar,

«  Kotu niyetli Gglnci Kisilerin siber saldirilar,

veya kullanici hatasi (Ornegin cihaz paylasimi, agik ag Uzerinden kullanim gibi)

gibi veri sorumlusunun kontrolii disinda gelisen durumlarda meydana gelen veri kayiplarindan veya
yetkisiz erisimlerden dogrudan sorumlu tutulamaz.



Kullanicilara, kisisel verilerini korumak adina gii¢lu parola kullanimi, cihaz glivenlik
gtincellemelerini yapma ve kisisel bilgilerini paylasmama gibi temel gtivenlik dnlemlerini almalar1
onerilir.

POLITIKADA DEGISIiKLIiK VE GUNCELLEME HAKKI

Bu Gizlilik Politikas1, [SIRKET UNVANI] tarafindan kullanicilarin kisisel verilerinin nasil
toplandigini, kullanildigini, islendigini ve korundugunu agiklamak amaciyla hazirlanmistir.

[SIRKET UNVANI], yirirlikteki mevzuat, Kisisel Verileri Koruma Kurulu kararlari, teknolojik
gelismeler veya uygulama fonksiyonlarmda meydana gelen degisiklikler dogrultusunda isbu
Gizlilik Politikas: Gizerinde her zaman degisiklik yapma hakkim sakh tutar.

Politikada yapilacak guncellemeler:
*  Yeni versiyon tarihi agikca belirtilerek yiirtirlige girer,

»  Uygulama iginden, resmi web sitesi Uzerinden veya e-posta gibi iletisim yollariyla
kullanicilara duyurulur,

«  Onemli nitelikteki degisikliklerde, ilgili kullanicilardan yeniden acik riza alinmasi
gerekebilir.

Kullanicilar, uygulamay1 kullanmaya devam ederek en guncel gizlilik politikasini kabul ettiklerini
beyan etmis sayilirlar. Bu nedenle, gtincel politika versiyonuna diizenli olarak g6z atilmasi
onerilir.

En gincel gizlilik politikasina, DENEbul mobil uygulamasi icindeki “Gizlilik ve KVKK”
menisinden veya [sirket web sitesi] adresinden her zaman ulasabilirsiniz.

PROFIL OLUSTURMA / OTOMATIK KARAR VERME

DENEbul mobil uygulamasi, kullanici verilerini otomatik isleme yoluyla hukuki veya benzeri
onemli sonuglar doguracak profil olusturma ya da tamamen otomatik karar verme faaliyetleri
YURUTMEMEKTEDIR. Tiim kampanya ve 6diil siirecleri standart kullanima dayali olup,
kullanicilar hakkinda tek tarafli, otomatik ve baglayic1 karar mekanizmalar1 bulunmamaktadir.

YURURLUK VE iLETiSiM BiLGILERI

Isbu Gizlilik Politikas1, [YURURLUK TARIHI] tarihi itibariyla yiiriirliige girmistir ve DENEbul
mobil uygulamasmnin kullanimi stiresince gecerliligini korur.

Bu politika, 6698 sayili Kisisel Verilerin Korunmasi Kanunu basta olmak tizere, ilgili diger
mevzuat hikumleri ve Kurul kararlar1 ¢ergevesinde hazirlanmis olup, kullanicilarin kisisel
verilerinin korunmasi ve islenmesi siireclerine iliskin seffaflik saglamak amaci tagimaktadir.



Kullanicilar, kisisel verilerine iligskin her turlt talep, sikayet ve bagvuru igin asagidaki iletisim
kanallarmi kullanarak veri sorumlusuna ulasabilir:

Veri Sorumlusu: [Bedii Baydur]

MERSIS/VKN: [11 haneli numara]

Adres: [Maltepe,Zimritevler Mahallesi,Semazen Sokak, Full Ada Sitesi A blok - Istanbul]
E-posta: [info@denebul.com]

KEP Adresi (varsa): [xx@hs01.kep.tr]

Telefon: [0 (552) 571 3737]

Kisisel verilerinizin korunmasina iliskin detayli bilgiye “KVKK Aydimnlatma Metni” ve “A¢ik Riza
Metni” Uzerinden ulasabilirsiniz.



