deneBUL KVKK AYDINLATMA METNIi

VERI SORUMLUSUNUN KIMLIiGi

6698 sayili Kisisel Verilerin Korunmasi Kanunu ("KVKK?”) uyarinca, kisisel verileriniz; veri
sorumlusu sifatiyla [SIRKET UNVANI] tarafindan asagida belirtilen kapsamda islenmektedir.

Veri Sorumlusu: [Bedii Baydur]

MERSIS/VKN: [11 haneli VKN veya MERSIS no]

Ticaret Sicil Numaras:: [lgili sicil no]

Merkez Adresi: [Maltepe,Zimrutevler Mahallesi,Semazen Sokak, Full Ada Sitesi A blok -
Istanbul]

E-posta: [info@denebul.com]

Telefon: [0 (552) 571 3737]

KEP Adresi (varsa): [xx@hs01.kep.tr]

Ilgili kisi olarak, KVKK kapsamindaki haklarmiza dair taleplerinizi isbu aydmlatma metninde yer
alan yontemler araciligiyla tarafimiza iletebilirsiniz. Bagvurulariniz en ge¢ otuz (30) gun iginde
Ucretsiz olarak sonuglandirilacaktir.

ISLENECEK KiSiSEL VERILER VE KATEGORILERI

DENEbul mobil uygulamasi kapsaminda, Uyelik ve kampanya sureclerinin yarittlmesi, hizmet
kalitesinin artirilmasi, uygulama giivenliginin saglanmasi ve yasal yukumlultklerin yerine
getirilmesi amaglariyla asagida belirtilen kisisel veri kategorileri islenmektedir:

1. Kimlik Verileri:
Ad, soyad, dogum tarihi, cinsiyet gibi tanimlayici bilgiler.

2. Tletisim Verileri:
Telefon numarasi, e-posta adresi, adres bilgisi gibi iletisime ydnelik veriler.

3. Uyelik ve Islem Verileri:
Kayat tarihi, kullanic1 ID'si, QR kod tarama kayitlari, kazanilan puan/édul bilgisi, kampanya
etkilesimleri.

4. Cihaz ve Teknik Erisim Verileri:
IP adresi, oturum loglari, cihaz modeli, isletim sistemi bilgisi, hata/crash kayztlari, uygulama

kullanim istatistikleri (Firebase SDK'lar1 tizerinden toplanan teknik veriler dahil).

5. Konum Verisi (istege bagh):
Kampanya lokasyonuna bagli teklifler sunulabilmesi amaciyla uygulama Gzerinden talep edilen
anlik veya genel konum verileri.

6. Elektronik Ticaret Verileri (yalnizca Ucretli hizmet sunulmasi halinde):
Islem gegmisi, fatura bilgileri, 6deme yontemi gibi mali kayitlar.



7. Pazarlama ve Profil Verileri (a¢ik nza alinmasi halinde):
Ilgi alanlar1, kampanya tercihleri, uygulama ici gezinme gegmisi, anket yanitlari, push bildirim
tercihi.

Isbu veriler, KVKK m.5 ve m.6 kapsaminda, sozlesmenin ifas1, hukuki yukimliliik, mesru
menfaat ya da ag¢ik riza hukuki sebeplerine dayanilarak islenmektedir. Agik riza gerektiren veri
isleme faaliyetleri, ilgili kullanicinin onay1 alinmaksizin gergeklestirilmez.

KiSiSEL VERILERIN HANGI YONTEMLERLE TOPLANDIGI (TOPLAMA
YONTEMI VE HUKUKI SEBEBI)

DENEbul mobil uygulamasi kapsaminda islenen kisisel veriler, uygulamanin sundugu dijital
hizmetlerin ifas1 sirasinda tamamen veya kismen otomatik yollarla ve gerektiginde ilgili kisinin
beyanina dayah fiziksel veya dijital formlar aracihgiyla toplanmaktadir. Bu kapsamda kisisel
veriler;

»  Kullanicinin uygulama igerisinde tyelik formunu doldurmast,
* QR kod okuma, kampanya katilim1 ve 0dil puan takibi gibi fonksiyonlar1 kullanmasi,

»  Mobil cihaz tGzerinden uygulamaya erisim saglamasi ve kullanim istatistiklerinin olusmasi
(Firebase SDK'lar1 vasitasiyla log verileri, cihaz bilgileri, cokme raporlarr),

«  Kullanicinin konum paylasimina izin vermesi,
«  Elektronik iletisim izni vermesi ya da reddetmesi,

«  Uygulama ici anketlere veya destek taleplerine yanit vermesi,
gibi dijital kanallar Gzerinden elde edilmektedir.

Toplanan kisisel veriler, 6698 sayih Kisisel Verilerin Korunmasi Kanunu’'nun 5. ve 6.

maddelerinde belirtilen asagidaki hukuki sebeplerden bir veya birkagina dayali olarak
islenmektedir:

e Bir sozlesmenin kurulmasi veya ifastyla dogrudan ilgili olmas1 (KVKK m.5/2-c): Uyelik
islemleri, kampanya katilimi ve puan hesaplamasi kapsaminda.

e  Veri sorumlusunun hukuki yiikiimliiliigiinii yerine getirmesi (KVKK m.5/2-¢): Vergi
ve muhasebe yiukumlulikleri, yasal raporlamalar kapsaminda.

e Bir hakkin tesisi, kullanilmasi veya korunmasi (KVKK m.5/2-e): Dogabilecek hukuki
uyusmazliklarda delil tegkil etmesi amaciyla.

e Veri sorumlusunun mesru menfaati (KVKK m.5/2-f): Uygulamanin giivenliginin
saglanmasi, kullanim istatistiklerinin degerlendirilmesi ve hizmet gelistirme siregleri
kapsaminda.

Tlgili kisinin acik nzas1 (KVKK m.5/1 — m.6/2): Pazarlama faaliyetleri, kisisellestirilmis
kampanyalar, elektronik ileti gonderimi, konum verisi islenmesi gibi durumlar icin, ancak
kullanicmin agik rizas1 almarak igsleme yapilir.



Veri toplama ve isleme sureclerinde “dlgiiliiliik”, “amacla baglantihihk” ve “simirhilik” ilkelerine
azami dlzeyde riayet edilmektedir.

KIiSISEL VERILERIN iSLENME AMACLARI

DENEDbul mobil uygulamasi kapsaminda toplanan kisisel veriler, asagidaki amaglarla ve yalnizca
ilgili isleme faaliyetiyle smirli olarak iglenmektedir:

1. Uyelik ve Hesap Yonetimi Streclerinin Yurutilmesi:
Kullanicinin uygulamaya kayit olmasi, hesabinin olusturulmasi, kimlik bilgilerinin
dogrulanmasi, Uyelik islemlerinin yUrGttlmesi, hesap giincellemeleri ve erisim yonetiminin
saglanmas.

2. Kampanya ve Odl Programlarinin Kurgulanmasi ile Takibi:
Kullanicinin QR kod okuma islemleri, puan biriktirme, 6dul kazanimi, kampanya
performans takibi ve kullaniciya 6zel tekliflerin olusturulmasi.

3. Hizmet Sunumunun ve Teknik Altyapinin Saglanmasi:
Uygulama ici islemlerin gergeklestirilmesi, teknik bakim ve destek faaliyetlerinin
yurutilmesi, hata yonetimi, log kayitlarinin islenmesi ve sistem performans takibi.

4. Tletisim ve Bilgilendirme Siireclerinin Yurutilmesi:
Kullanicilara sistemsel bildirimler gonderilmesi, destek taleplerinin karsilanmasi, bilgi talebi
ve bagvurulara dOniis yapilmasi.

5. Pazarlama, Tamitim ve Profil Bazh I¢erik Gosterimi (A¢ik Ruza ile):
Kullanicinin agik rizasi bulunmasi halinde; promosyonlarimn iletilmesi, kampanya
bildirimleri, anketler, kullanic1 segmentasyonu ve kisisellestirilmis reklam gosterimleri.

6. Yasal Yukumluluklerin Yerine Getirilmesi:
Ilgili mevzuattan dogan arsivleme, belge saklama, vergi ve denetim yukimlaliklerinin
yerine getirilmesi, resmi kurum taleplerine yanit verilmesi.

7. Veri Giivenliginin Saglanmasi ve Kotliye Kullanimin Onlenmesi:
Dolandiricilik tespiti, yetkisiz erisimin 6nlenmesi, kullanici faaliyetlerinin izlenmesi ve
hizmetin giivenliginin saglanmasi.

8. Istatistiksel ve Analitik Degerlendirmelerin Yapilmasi:
Kullanict davraniglariin analiz edilmesi, uygulama kullanim verilerinin degerlendirilmesi
ve hizmet Kkalitesinin artirilmas.

Isbu isleme amaglari, “belirlilik”, “amacla baglantihhk” ve “simirhlik” ilkeleri kapsaminda

yalnizca ilgili islemin gerektirdigi 61¢lide uygulanmakta olup, kullanicilarin temel hak ve
Ozgurliklerine zarar vermeyecek sekilde yapilandirilmaktadir.



KiSISEL VERILERIN iSLENMESININ HUKUKIi SEBEPLERI

DENEDbul mobil uygulamasi kapsaminda islenen kisisel veriler, 6698 sayih Kisisel VVerilerin

Korunmas1 Kanunu’'nun 5. ve 6. maddelerinde yer alan hukuki sebeplere dayanarak
islenmektedir. Veriler asagidaki durumlarda agik riza alinmaksizin islenebilir:

1. Bir Sézlesmenin Kurulmas: veya ifasiyla Dogrudan lgili Olmas1 (KVKK m.5/2-c):
Kullanicinin uygulamaya kayit olmasi, tyelik hesabinin yonetimi, QR kod Uzerinden
kampanya katilimi gibi islemler bu kapsamda degerlendirilmektedir.

2. Veri Sorumlusunun Hukuki Yiikiimliliigiinii Yerine Getirmesi (KVKK m.5/2-¢):
Vergi mevzuati, TTK, VUK ve diger yasal diizenlemeler uyarinca fatura diizenleme, bilgi
saklama ve resmi makamlara bildirim yapilmasi.

3. Bir Hakkin Tesisi, Kullanilmasi veya Korunmasi (KVKK m.5/2-e):
Uyusmazlik durumlarinda hak arama ve savunma suregleri kapsaminda bilgi ve belge
dizenlenmesi, gerekli kayitlarin tutulmas:.

4. Tlgili Kisinin Temel Haklaria Zarar Vermemek Kaydiyla, Veri Sorumlusunun Mesru
Menfaati (KVKK m.5/2-1):
Uygulamanin performansinin artirilmasi, hata ve dolandiricilik tespiti, hizmet kalitesinin
Olclmesi ve kullanict deneyiminin iyilestirilmesi.

5. Acik Rizaya Dayal islemler (KVKK m.5/1 — m.6/2):
Pazarlama amagcli bildirimler, kullanici segmentasyonuna dayali kisisellestirilmis icerikler,
konum bazli teklif sunumu gibi islemler yalnizca acik riza alinmas sartiyla
gerceklestirilecektir. A¢ik riza, bilgilendirme sonrasi 6zgir iradeye dayanarak, belirli bir
islemle sinirlt sekilde alinir.

6. Ozel Nitelikli Veriler (KVKK m.6):
Saglik, biyometrik ya da diger 6zel nitelikli kisisel veriler, yalnizca agik riza bulunmasi veya
Kanun'un 6. maddesindeki istisnalarm varlhigi halinde islenebilir. DENEbul uygulamasi
kapsaminda su an icin 6zel nitelikli veri isleme faaliyeti ylritilmemektedir.

Veri isleme surecleri bu hukuki sebeplerle sinirli olarak yurdttulmekte olup, Kanun'un 4.

maddesindeki hukuka ve duristlik kurallaria uygunluk, belirli acik amacla isleme, veriyle
amag arasinda baglanti ve 6lcululik ilkelerine tam uyum esastir.



KiSISEL VERILERIN AKTARILMASI VE YURT DISI AKTARIMI

Kisisel veriler, 6698 sayih Kisisel Verilerin Korunmas1 Kanunu'nun 8. ve 9. maddeleri uyarinca

yalnizca Kanun'da 6ngorilen sartlara uygun olarak ve veri giivenligi saglanarak U¢lncu kisilere
aktarilabilir.

Yurt icinde Aktarim:
Kisisel veriler asagidaki kisi ve kurumlara, yalnizca isleme amaclariyla sinirh ve ilgili mevzuata
uygun olarak aktarilabilir:

»  Yetkili kamu kurum ve kurulusglar1 (6r. Maliye Bakanligi, BTK)
. Hizmet saglayici firmalar (barindirma, bakim, analiz gibi teknik hizmetler sunan is ortaklar1)

»  Hukuki yukumlilukler kapsaminda bagimsiz denetim veya danigsmanlik hizmeti sunan
dguncu kisiler

*  Uygulama destek ve gelistirme siireclerinde gorevli taseron firmalar veya ¢6ziim ortaklari

*  Yasal bir hakkmn tesisi, kullanilmas1 veya savunulmasi amaciyla ilgili avukatlar ve
danismanlar

Yurt Disina Aktarim:

Uygulamada Google Firebase trunleri (6rnegin Firebase Authentication, Cloud Messaging,
Crashlytics) kullanilmakta olup, bu hizmetler kapsaminda baz Kisisel veriler yurt disinda
bulunan sunuculara (6rnegin ABD) aktarilmaktadir.

Firebase, yalnizca teknik hizmet saglayici (“veri isleyen”) olarak konumlanmakta ve hizmete 6zel

erisim yetkisi bulunmamaktadir. Ancak bu aktarim, KVKK m.9 kapsaminda “yurt disina veri
aktarimi1” anlamina gelir.

Bu kapsamda;
*  Acik nza ahinmasi halinde yurt disina veri aktarimi mimkindur.
*  Veya Kurul tarafindan ilan edilmis bir yeterlilik karar1 bulunan tlkeye aktarim yapilabilir.

*  Veya yeterli korumanin bulunmamas1 halinde, taahhitname ile Kurul onayr alinarak
aktarim gerceklestirilebilir.

Halihazirda ABD igin yeterlilik karar1 bulunmadigindan, Firebase altyapisi Gzerinden ydr(tulen
islemlere iligkin veri aktarimu icin ilgili Kisinin ac¢ik rizasi1 alinacaktir. Ac¢ik riza metninde, hangi
verilerin kimlere ve hangi amagcla aktarilacagi agikga belirtilir.

Kullanici, dilerse bu rizayi uygulama ayarlar1 Gizerinden her zaman geri alabilir.

Veri aktariminda teknik ve idari gtivenlik dnlemleri alinmakta; veri biitiinliigii, sifreleme ve
erigim kontrol yontemleriyle kullanic1 verilerinin giivenligi saglanmaktadir.



YURT DISINA VERI AKTARIMINDA UYGULANAN GUVENCELER

6698 sayili Kanun'un 9. maddesi ve 10 Temmuz 2024 tarihli “Kisisel Verilerin Yurt Disina
Aktarilmasina liskin Usul ve Esaslar Hakkinda Y 6netmelik” uyarmca, DENEbul mobil
uygulamasi kapsaminda kisisel verilerin Amerika Birlesik Devletleri'nde barindirilan

Google Firebase altyapisina aktarimi asagidaki glivenceler saglanarak gerceklestirilmektedir:

1. Standart S6zlesme (SCC) Mekanizmasi:

- Veri sorumlusu [SIRKET UNVANI] ile Google LLC arasinda, Kurul tarafindan

yayimlanan Standart Veri Aktarim Sozlesmesi imzalanmistir.

- SOzlesme; aktarim kapsamindaki veri kategorileri, isleme amaglari, alt-aktarim yasagi,
denetim yetkisi, teknik-idart gtivenlik tedbirleri, ihlal bildirimi ve sonlandirma hikimlerini
icermektedir.

2. Kurul Bildirimi:
- Imzalanan Standart S6zlesme metni, imza tarihinden itibaren bes (5) is giinu icinde

Kurul'un elektronik bildirim sistemine iletilmistir.
- Bildirime, Tlrkce tercume, yetkili imza sirkileri ve veri akis semasi eklenmistir.

3. Aktarim Smri ve Veri Minimizasyonu:
- Yurt disina yalnizca hizmetin ifasi ig¢in zorunlu veri setleri (kimlik dogrulama token'i,

cihaz ID’'si, cokme logu, push bildirim token'i) aktarilmakta; konum, pazarlama tercihi gibi
opsiyonel veriler yalnizea ilgili Kkisinin agik rizasi ile gonderilmektedir.

4. Sifreleme ve Erisim KontrolQ:

- Aktarilan veriler “in-transit” ve “at-rest” asamalarinda TLS 1.2+ protokoli ile

sifrelenmekte; veriye erisim, ¢ok faktorli kimlik dogrulama ve rol tabanli yetkilendirme ile
smirlandirilmaktadir.

5. Periyodik Denetim ve Raporlama:
- Firebase veri isleme faaliyetleri, yilda en az bir kez bagimsiz denetime tabi tutulmakta;

denetim raporlar1 Kurum'un talebi halinde sunulmak (izere muhafaza edilmektedir.
6. Acik Riza Alternatifi:

- Kullanici, Standart Sézlesme disinda bilgilendirilmis acik riza vermek suretiyle de veri
aktarimina onay verebilir; riza, uygulama ayarlar1 Uzerinden her zaman geri alinabilir.

Bu guvenceler, kisisel verilerin yurtdisinda da KVKK m.12'de 6ngértlen givenlik seviyesine
esdeger koruma altinda islenmesini temin etmeyi amaglamaktadir.

KIiSISEL VERILERIN SAKLAMA SURESI VE IMHASI



6698 say1li Kisisel Verilerin Korunmasi Kanunu'nun 4. ve 7. maddeleri ile Kisisel Verilerin

Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yonetmelik kapsaminda, kisisel
veriler, islendikleri amacla baglantih, simirh ve 6lcili olarak belirli strelerle saklanmakta,
ardindan mevzuata uygun sekilde silinmekte, yok edilmekte veya anonim hale getirilmektedir.

DENEDbul uygulamasi kapsaminda islenen kisisel verilerin saklama stireleri asagida 6zetlenmistir:

«  Uyelik ve Kimlik Verileri: Uyelik siiresi boyunca ve tiyelik sona erdikten sonra 10 yil
(6098 sayili TBK m.146 geregi zamanagimi SUresi)

o Tletisim Verileri: Hizmetin sunumu siiresince; iletisim kesildikten sonra en fazla 1 yil

«  Tslem ve Kampanya Verileri (QR tarama, 6dul/puan geemisi): 10 y1l (TTK m.82 ve
TBK m.146 uyarinca ticari kayit stiresi)

*  Finansal Kayitlar (fatura, 6deme): 10 y1l (VUK ve TTK uyarinca)

»  Elektronik Ticaret Verileri (ticari ileti izni, ret kayitlari): 3 yil (6563 sayili ETK m.6 ve
IYS diizenlemeleri geregi)

*  Log ve Cihaz Verileri: En fazla 2 yil (5651 sayili Kanun geregi trafik ve log verileri igin)

*  Cerezler ve SDK'lar Gizerinden toplanan analiz verileri: 6 ay — 2 y1l (amagla sinirh ve
teknik gereklilikle 6lculi sure)

Bu sireler sona erdiginde kisisel veriler, ilgili yonetmelik uyarinca:
e Silinir: Kullanicinin erisimine ve tekrar kullanilmasina kapatilir.
e Yok edilir: Geri getirilemeyecek sekilde sistemlerden tamamen kaldirilir.

e Anonim hale getirilir: Verilerin hicbir sekilde kimligi belirli ya da belirlenebilir bir gercek
kisiyle iliskilendirilemeyecek héle getirilmesi saglanir.

Veri sorumlusu, yilda en az bir kez periyodik imha islemi gergeklestirmekte ve kullanici talebi
halinde, silme/anonimlestirme taleplerini en ge¢ 30 gun icinde yerine getirmektedir.

Silme, yok etme ve anonimlestirme suregleri, Kurul tarafindan yayimlanan teknik ve idari 6nlemler
rehberine uygun sekilde yurutilmektedir.

VERI SAHIBI OLARAK HAKLARINIZ (KVKK m.11)

6698 sayili Kigisel Verilerin Korunmasi: Kanunu'nun 11. maddesi uyarinca, kisisel veri sahibi

olarak DENEbul uygulamasi tzerinden islenen verilerinizle ilgili olarak asagida belirtilen haklara
sahipsiniz:

1. Kisisel verilerinizin islenip islenmedigini 6grenme,

2. Islenmisse buna iliskin bilgi talep etme,



3. Kisisel verilerinizin islenme amacini ve bunlarin amacina uygun kullanihp
kullanilmadigini 6grenme,

4. Yurticinde veya yurt disinda Kisisel verilerinizin aktarildig G¢linci Kisileri bilme,
5. Eksik veya yanhs islenmis verilerin dizeltilmesini isteme,

6. Kanunda 6ngortlen sartlar gercevesinde Kkisisel verilerinizin silinmesini veya yok
edilmesini isteme,

7. (5) ve (6) numarah bentler uyarinca yapilan islemlerin, Kisisel verilerin aktarildig
uctincu kisilere bildirilmesini isteme,

8. Islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle
aleyhinize bir sonucun ortaya ¢ikmasina itiraz etme,

9. Kisisel verilerinizin kanuna aykir olarak islenmesi sebebiyle zarara ugramamz
halinde bu zararin giderilmesini talep etme.

Bu haklarmiza iligkin taleplerinizi, Kisisel Verileri Koruma Kurulu tarafindan belirlenen

yontemlerle veri sorumlusu sifatiyla [SIRKET UNVANI]'na iletebilir, en ge¢ 30 guin icinde
Ucretsiz olarak sonuglandirilmasini talep edebilirsiniz.

Bagvuru yontemleri, iletisim bilgileri ve bagvuru formuna [gizlilik politikasi / basvuru sayfasi
baglantisi] (izerinden ulasabilirsiniz.

HAK KULLANIM YONTEMLERI VE BASVURU USULU

6698 sayil1 Kisisel Verilerin Korunmasi1 Kanunu'nun 11. maddesi kapsamindaki haklariniza iliskin

taleplerinizi, Kanun'un 13. maddesi ve Veri Sorumlusuna Basvuru Usul ve Esaslar1 Hakkinda
Teblig uyarinca, asagida belirtilen yontemlerden biriyle veri sorumlusu sifatiyla [SIRKET

UNVANI] na iletebilirsiniz:

1. Yazzh Basvuru:
. Islak imzal1 dilekgeyle sahsen veya noter araciligiyla asagidaki adrese teslim:
[FIZIKSEL ADRES BiLGiSi]

2. Kayith Elektronik Posta (KEP) Yoluyla:

«  Kayith elektronik posta (KEP) adresiniz lizerinden, veri sorumlusunun KEP adresine
gonderim yapilmast:

[KEP ADRESI]

3. Elektronik imza / Mobil imza ile:



. E-posta tizerinden guvenli elektronik imza veya mobil imza ile imzalanmis bagvurularin
iletilmesi:

[VERI SORUMLUSU E-POSTA ADRESI]
4. E-Devlet Uzerinden Basvuru:

*  https://www.turkiye.gov.tr/kvkk adresinden "Kisisel Verilerin Korunmas1 Kurumu" sayfasi
kullanilarak bagvuru yapilabilir.

Basvuruda Asgari Olarak Bulunmasi1 Gereken Bilgiler:
*  Ad, soyad ve basvuru yazili ise imza,

»  Turkiye Cumhuriyeti vatandaslari i¢in T.C. kimlik numarasi; yabancilar i¢in uyruk, pasaport
numarasi vVeya varsa kimlik numarasi,

«  Tebligata esas yerlesim yeri veya is yeri adresi,
«  Varsa bildirime esas elektronik posta adresi, telefon ve faks numarasi,
«  Talep konusu.

Talebinize iliskin gerekli degerlendirme yapilarak, bagvurunuz en ge¢ 30 giin i¢inde Ucretsiz olarak
sonuglandirilacaktir. Ancak islemin ayrica bir maliyet gerektirmesi halinde Kurulca belirlenen
tarifedeki Ucret ahnabilir.

COCUK KULLANICILAR /18 YAS ALTI KISITI VE VELI RIZASI

DENEbul mobil uygulamasi, kural olarak 18 yasindan kicuk kisilere dogrudan hizmet sunmay1
amaclamaz. Ancak hizmetlerin niteligi geregi resit olmayanlarm uygulamay1 kullanma ihtimali
g6z 6niinde bulunduruldugundan, asagidaki ilke ve prosedirler uygulanmaktadir:

1. Yas Dogrulama Mekanizmasi

- Uyelik ekraninda dogum tarihi alan1 zorunludur; 18 yas alt1 bir tarih girildiginde sistem
otomatik olarak veli/onay akisina yénlendirir.

- Yanlig beyan1 asgariye indirmek igin “TC kimlik dogrulama (MERNIS)” entegrasyonu
veya EP osta-SMS dogrulama ile ek kontrol yapilir.

2. Veli Rizas1t Ainmadan Hesap A¢ilmaz

- 18 yasin altindaki kullanicilar i¢in Uyelik islemi ancak yasal temsilci (anne/baba veya
vasi) tarafindan tamamlanabilir.

- Veli, “Veli Riza Formu”nu KEP, givenli e-imza ya da SMS dogrulamah link
Uzerinden onaylar; riza tarihi ve IP bilgisi saklanir.

3. Smmrh Veri Isleme ve Pazarlama Engeli
- Resit olmayan kullanicilarin verileri, yalmzea hizmetin zorunlu fonksiyonlan (lyelik,
kampanya katilimi) i¢in islenir.



- Pazarlama, profil olusturma, push bildirimi ve lokasyon bazli teklifler sunulmaz; bu
islevler sistemsel olarak devre dis1 birakilir.

4.  Veli Erisimi ve Hak Kullanimi
- Veli, KVKK m.11 kapsamindaki haklarini kendi adina ve ¢ocuk adina kullanabilir;
bagvurular 30 gunde lcretsiz yanitlanir.

- Veli talebiyle ¢cocuk hesabi kapatilir, veriler 30 giin i¢inde silinir/yok edilir; silme raporu
veliye iletilir.

5. Veri Saklama Suresi
- Cocuk verileri, resit oluncaya kadar veya veli talep edene dek aktif tutulur; ardindan
saklama-imha politikasindaki streler uygulanir.

6. Kurul Rehberi ve COPPA Uyumu

- Prosediirler, KVKK Kurulu'nun “Mobil Uygulamalarda Mahremiyet Rehberi” (2023)

cocuk koruma ilkeleri ile uyumludur.
- Uygulama kiresel magazalarda yayimlanirsa, ABD pazari icin COPPA standartlarina
esdeger koruma seviyesi saglanir.

7.  Degisiklik Bildirimi
- Cocuk kullanici politikasinda degisiklik yapilirsa, veli rizas1 yeniden alinir; glincel
metin uygulama ici bildirime eklenir.

Bu cergeve, resit olmayan kullanicilarin kisisel verilerinin islenmesinde azami 6zeni ve yasal
uyumu garanti altma almaktadir.

KIiSiSEL VERI IHLALI BILDIRIM SURECI (72 SAAT KURALLI)

6698 sayili Kanun'un 12. maddesi, 24 Ocak 2019 tarihli Kurul Ilke Karar1 ve 10 Temmuz 2024

tarinli Veri ihlalleri Rehberi uyarinca, DENEbul mobil uygulamasinda kisisel veri giivenligine
iliskin herhangi bir ihlal tespit edildiginde asagidaki adimlar izlenir:

1. Derhal Tespit & Kayit
- Sistem alarmlar1, SOC izleme veya ¢alisan bildirimi ile ihlal siiphesi olustugu anda

“Acil Veri Thlali Proseduri’” aktive edilir.

- Thlal turd, etkilenen veri kategorileri, kullanic1 sayis1 ve ilk teshis zamani olay kayit
sistemine girilir.

2. Ilk Miidahale (0-6 saat)

- Yetkisiz erisim kapatilir, veri akisi durdurulur, log ve kanitlar degismezligi saglanarak
yedeklenir.

- Thlal ekibi (C1SO, KVKK sorumlusu, hukuk miisaviri) kriz toplantis1 yapar; etki analizi
baglatilir.

3. Kurul'a Bildirim (< 72 saat)

- Ihlalin 6grenildigi andan itibaren en ge¢ 72 saat iginde Kisisel Verileri Koruma



Kurulu'nun “Veri Ihlali Bildirim Formu” elektronik sistemine asagidaki bilgiler génderilir:

« Veri sorumlusu bilgileri ve VERBIS numarasi
+ {hlal tarih-saat aralig1 ve tespit zamani

« Etkilenen veri tirleri ve tahmini kisi sayis1

« Thlalin olas1 sonuclar1

* Alinan/acil 6nlemler ve planlanan aksiyonlar
« ihlal temas noktas1 (sorumlu kisi iletisim).

4. Tgili Kisilere Bildirim (< 72 saat)
- Etkilenmis kullanicilara push bildirimi, e-posta veya SMS yoluyla, anlasilir dilde:
« Thlal 6zeti ve etkilenen veri tlrd,
* Olast riskler,
« Onerilen koruyucu adimlar,
« Irtibat noktas: bilgisi bildirilir.

- Bildirim, Kurul'a verilen bilgilerle uyumlu olacak sekilde yapilir.

5. K06k Neden Analizi & Duzeltici Faaliyet (< 30 giin)

- Ayrintil1 kok-neden raporu hazirlanir; zafiyet giderilir, givenlik mimarisi guncellenir.
- Idari/teknik onlemlerin yeterliligi yeniden degerlendirilir; “Ihlal Sonrasi izleme Planr”
aktive edilir.

6. Raporlama ve Arsiv
- Kurul'un ilave bilgi talebi varsa 7 giin icinde yanitlanir.

- TUm ihlal dosyas1 (log, rapor, yazisma) en az 10 yil slireyle saklanir.

Bu sireg, veri ihlallerinin etkisini en aza indirmek ve KVKK m.12'deki “makul gtvenlik” ile

"72 saat bildirim” zorunluluguna tam uyum saglamak amaciyla yUrGtalr.

TICARI ELEKTRONIK iLETI & iYS UYUMU
6563 sayili Elektronik Ticaretin Diizenlenmesi Hakkinda Kanun ("ETK”), Ticari Elektronik Ileti

Yo6netmeligi ve Ileti Yonetim Sistemi (IYS) diizenlemeleri geregince, DENEbul mobil uygulamasi

Uzerinden gonderilecek her tirll ticari elektronik ileti (SMS, e-posta, arama, push bildirim dahil)
asagidaki kurallara tabidir:

1. 1YS Kaydi ve Marka Tanimlamasi
- Veri sorumlusu [SIRKET UNVANI], 1YS'de hizmet saglayici olarak kayithdir; ticari

unvan, vergi no ve ileti kanallar1 sistemde tanimlanmustur.

- "DENEbul” markasi, SMS kisa adi/e-posta baslig: ve kullamim logolar1 IYS marka
yonetim ekranina eklenmistir.

2. Onay (izin) Toplama Usulii

- On segimsiz onay kutusu: Uyelik 6ncesi ekranda ayr1 kutu; kullanic agik¢a

isaretlemeden Uyelik tamamlanmaz.
- Onay metninde ileti kanali (SMS/e-posta/push) ve igerik turi (kampanya duyurusu,



promosyon) acikga belirtilir.
- Onay kayitlar1 (IP, zaman damgasi, onay metni) sistem loguna alinir ve otomatik olarak

1YS'ye 24 saat icinde API yoluyla aktarilir.

Reddetme / Geri Cekme Hakki
- Kullanics;
« 1YS portals,

* “Uygulama Ayarlar1 > Bildirim Tercihleri”,
« {letideki "RET” SMS kodu / e-posta linki kanallariyla iznini 3 is giinu iginde uicretsiz
olarak kaldirabilir.
- Iptal bilgisi IYS'den cekilerek i¢ sistemlere senkronize edilir; izin kayd: pasife alinir.

Kayit Saklama Siresi
- Onay ve ret kayitlari, ETK m.6/3 uyarinca ret tarihinden itibaren 3 yil sureyle guvenli

ortamda saklanir; denetim talebinde Kurum‘a ibraz edilir.

Kapsam Digi Tletiler

- Ucret iadesi, glivenlik, parola sifirlama gibi transaksiyonel bildirimler ticari ileti

sayilmaz; ancak metinde promosyon igerigi bulunmaz.
- Push bildirimleri yalnizca pazarlama igerigi iceriyorsa IYS onayina tabidir; servis

niteligindeki push’lar (6dil kazanimi bildirimi vb.) kapsam disidir.

Denetim ve Giincelleme

- 1YS API entegrasyonu giinliik olarak izlenir; hata raporlar1 24 saat igcinde dizeltilir.
- Yilda bir i¢ denetimle (log 6rneklemesi, izin—ileti eslestirmesi) ETK uyumu test edilir;

rapor Yonetim Kurulu'na sunulur.

Bu prosedur, kullanicilara istenmeyen ileti gonderimini engellemek;, izin sreclerini
seffaflastirmak ve IY'S ile tam senkronizasyon saglamak amaciyla uygulanmaktadir.

VERI GUVENLIGINE ILiSKiN TEKNiK VE IDARI TEDBIRLER

Veri sorumlusu sifatryla [SIRKET UNVANI], 6698 sayili Kisisel Verilerin Korunmasi

Kanunu'nun 12. maddesi uyarinca, islenen kisisel verilerin hukuka aykiri olarak islenmesini ve

erigsilmesini Onlemek ile verilerin muhafazasini saglamak amaciyla, uygun glvenlik diizeyini temin
etmeye yonelik gerekli teknik ve idari tedbirleri almakta ve denetlemektedir.

idari Tedbirler:

Tum veri igsleme faaliyetleri igin ¢alisanlara yonelik KVKK farkindahk ve guvenlik
egitimleri diizenlenmektedir.

Erisim yetkileri, isleme amacina gore smirl ve gorev tanimina uygun sekilde
belirlenmektedir.



Uciincii taraflarla yapilan s6zlesmelerde, veri giivenligine iliskin gizlilik hikiimleri ve
taahhUtnameler yer almaktadir.

Kurumsal i¢ denetim prosedurleri kapsaminda kisisel veri isleme faaliyetleri periyodik
olarak denetlenmektedir.

Erisim loglar1 tutulmakta ve veri giivenligi ihlalleri agisindan duizenli olarak gozden
gecirilmektedir.

Teknik Tedbirler:

Tum kisisel veriler givenli sunucularda sifreleme yontemleri ile saklanmaktadir.

Uygulama ici veri iletimi SSL/TLS gibi kriptografik protokollerle giivence altina
alinmaktadir.

Yetkisiz erisimi 0nlemeye yonelik olarak giincel antiviris yazihmlar, giivenlik duvarlan
ve saldin tespit sistemleri kullanilmaktadir.

Yedekleme sistemleri ile veri kaybi riski en aza indirilmekte ve acil durum kurtarma
planlan olusturulmaktadir.

Mobil uygulama bilesenlerinde kullanilan SDK'larin giivenligi takip edilmekte, Firebase ve
benzeri hizmetlerin gtincel siriamleri tercih edilmektedir.

Kisisel veriler, sadece belirlenen saklama siresi boyunca tutulmakta, stresi dolan veriler
ilgili mevzuat ve Kurul kararlarina uygun sekilde silinmekte, yok edilmekte veya
anonimlestirilmektedir.

Veri sorumlusu, veri giivenligine iligkin bu énlemleri diizenli olarak gézden gegirir, yeni teknolojik
gelismeler dogrultusunda giincellemeler yapar ve veri ihlali riski tasiyan durumlara kars: gerekli
aksiyonlar1 alir.

POLITiKA VE METINLERDE YAPILACAK DEGISIKLIKLER

Veri sorumlusu sifatiyla [SIRKET UNVANI], bu Aydmlatma Metni dahil olmak tizere
uygulamaya iliskin gizlilik politikasi, a¢ik riza metni, kullanim kosullar gibi belgelerde gtincel
mevzuat, Kurul kararlan ve teknik ihtiyaclara bagli olarak degisiklik yapma hakkini sakli tutar.

S6z konusu degisiklikler:

Yeni diizenlemenin yururlik tarihiyle birlikte acik¢a belirtilmesi suretiyle gecerli olur.

Kullanicilara uygulama igi bildirim, e-posta veya web sayfas1 lizerinden giincelleme
duyurusu yapihr.

Aydmlatma metninde 6nemli iceriksel degisiklikler olmasi1 durumunda, ilgili kullanicidan
yeniden bilgilendirilmis acik riza alinmasi saglanir.

Mevcut kullanicilara, yapilan degisiklikleri degerlendirme ve istemedikleri takdirde veri
isleme faaliyetlerine son verme ya da hesabin1 kapatma hakki taninir.



Kullanicilar, ylrUrlukteki en guincel versiyona her zaman uygulama icindeki “Gizlilik ve Veri
Koruma” sekmesinden veya sirketin resmi internet adresinden erisebilir.

PROFIL OLUSTURMA / OTOMATIK KARAR VERME

DENEDbul mobil uygulamasi, kullanici verilerini otomatik isleme yoluyla hukuki veya benzeri
onemli sonuglar doguracak profil olusturma ya da tamamen otomatik karar verme faaliyetleri
YURUTMEMEKTEDIR. Tiim kampanya ve 6diil siirecleri standart kullanima dayali olup,
kullanicilar hakkinda tek tarafli, otomatik ve baglayic1 karar mekanizmalar1 bulunmamaktadir.

YURURLUK VE SON HUKUMLER
Isbu Aydnlatma Metni, [tarih] tarihinde yiiriirlige girmistir.

Bu metin, 6698 sayih Kisisel VVerilerin Korunmasi1 Kanunu ve ilgili ikincil mevzuat hiiktimleri
dogrultusunda hazirlanmis olup, uygulama kapsaminda gerceklestirilen veri isleme faaliyetleri
hakkinda veri sahiplerini bilgilendirme amaci tasir.

Veri sorumlusu sifatiyla [SIRKET UNVANI], yasal degisiklikler, Kurul kararlar1 veya uygulamaya
iliskin giincellemeler dogrultusunda isbu metinde her zaman degisiklik yapabilir. Glincel versiyon,
uygulama iginde ve/veya sirketin internet sitesinde yayimlandig: tarihten itibaren gecerlilik kazanir.

Kullanicilar, bu metinde yapilacak degisiklikleri takip etmekle ylkimli olup, en gtincel metne
uygulama ici “Gizlilik ve KVKK?” sekmesinden erisebilir.



